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The Network and Information Security Directive 2 (NIS 2) is an evolution of the initial NIS Directive, 
introduced by the European Union. It aims to enhance the security of network and information systems in critical sectors such as

energy, healthcare, transportation and digital infrastructure, where an operational disruption may cause a major impact on
society.

Enhances trust & 
competitive advantage.

Ensures business 
continuity and resilience.

Accelerates digital 
transformation.

Improves supply 
chain and vendor
management.

Large entities
(>=250 employees)
+50 million revenue

Medium entities 
        (50-249 employees)

+10 million revenue

**The classification of an entity as Essential or Important depends on the sector's criticality. 
Small entities can also be included. 
For complete list, please consult the full text of the Directive or seek guidance from an expert.

Εssential and important
entities must submit
required information to 

        the NCSA registry.

Mandatory governance 
and management liability

Enhanced risk 
management framework

Supply chain security 
measures

Incident reporting
obligations

Enhanced regulatory
oversight and penalties

11 April 2025

17 April 2025
Member States, including
Greece, must establish a
list of essential and
important entities.

Essential Entities

Important Entities


